
SOLERA AT STALLION MOUNTAIN COMMUNITY October 26, 2023 

 Neighborhood Watch Newsletter 
  Disclaimer:  Neighborhood Watch is a national Organization and is not an affiliate of the Solera HOA 

We are Neighbors Helping Neighbors 
This newsletter contains information for the month of October 2023. 
The police reports have been reviewed daily for MONTH and, as of 
October 26th, in Solera at Stallion Mountain, there were no burglaries or 
thefts reported. Yoo-hoo!  That’s good news.   Remember, we track break-
ins, burglaries, and thefts, not family disturbances.  Be aware, there are 
numerous crimes in the neighborhoods around us, so let’s continue to be 
vigilant.

Help Wanted: 
 Ideas for future articles.  What do you want to hear about? 
 Someone to help me with formatting this newsletter.  It takes me forever!

 Missing Block Captains needed.  Does your street have a Block Captain? 

Do you want these newsletters continued?  Contact Lynne at  

      wsaddlehorseNW@gmail.com  

Reminder:  First Tuesday: November 7, 5pm, Topic:  LVMPD K-9 Unit 

Safety Contact Numbers and Information 

• Emergencies/crimes/vandalism in progress: or CALL 911

• Las Vegas Metro Police Dept:  (702) 828-3111

• Nevada State Police Highway Patrol:  (702) 486-4100

• Fire Department:  (702) 455-7311  or CALL 911

• Poison and Drug Control Advice:  800) 222-1222  or 911 emergency

• Graffiti Hotline:  (702) 455-4509

• Victim Witness Program:  (702) 229-6011

• Clark County Animal Protection Services:  (702) 455 7710

• Clark County Code enforcement:  702 455-4191
• 

OUR GOAL IS TO KEEP YOU INFORMED ABOUT SAFETY  AND 
  NEIGHBORHOOD WATCH, AND NOT ALARM YOU

mailto:wsaddlehorseNW@gmail.com


 Neighborhood Watch Dog 
   More Senior Safety tips

Make sure to take security precautions always, but especially over the holidays.  Here 

are some tips from The National Crime Prevention Council to help you shop safely. 

Most of these tips have to do with 

cyber security, including software, 

websites and personal information. 

Police also warn consumers to 

beware of "bargains" from companies 

that don't look familiar, and to instead 

focus on sites and brands you know 

and trust. 

Finally, to avoid counterfeit products, 

carefully observe details ranging from 

missing information on packaging to 

tweaks in a company logo. 

• Before surfing the Internet,

secure your personal computers

by updating your security

software. Everyone’s computer

should have anti-virus, anti-

spyware and anti-spam

software, as well as a good

firewall installed.

• Keep your personal information

private and your password

secure. Do not respond to

requests to “verify” your

password or credit card

information unless you initiated

the contact. Legitimate

businesses will not contact you 

in this manner. 

• Beware of “bargains” from

companies with whom you are

unfamiliar — if it sounds too

good to be true, it probably is!

• Use secure websites for

purchases. Look for the icon of

a locked padlock at the bottom

of the screen or “https” in the

URL address.

• Shop with companies you know

and trust. Check for background

information if you plan to buy

from a new or unfamiliar

company.

• To avoid purchasing counterfeit

products, carefully examine the

products you want to buy for

signs of missing information

(manufacturing information,

warranty, product codes, etc.),

broken or missing safety seals,

different or incomplete

packaging, and subtle or

obvious changes to a company

log,




